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*****************START OF 1st CHANGE******************

8.5.1
General

The protection applied to the MCData payload is indicated by the 'Message Type' of the MCData payload. If the payload is protected (encrypted and integrity protected), Bit '7' of the Message Type shall be '1' (otherwise it shall be '0'), if the payload is authenticated, Bit '8' of the Message Type shall be '1' (otherwise it shall be '0'). See Clause 15.2.2 of TS 24.282 [50].
The following protected (encrypted and integrity protected) payloads are defined for MCData SDS and file distribution:

-
Protected SDS Signalling Payload.
-
Protected FD Signalling Payload.
-
Protected Data Payload.
-
Protected SDS notification message.
-
Protected FD notification message.

-
Protected FD network notification message.

-
Protected Communication release message. 
-
Protected binary data representing the file.
The following authenticated payloads are defined for MCData SDS and file distribution:

-
Authenticated Data Payload.
The following authenticated and protected (encrypted and integrity protected) payloads are defined for MCData SDS and file distribution:

-
Authenticated and Protected Data Payload.

In this case both the procedures for protecting a payload and authenticating a payload are applied

*****************END OF 1st CHANGE******************

